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Abstract and Keywords 

This technical report discusses the challenge of defining the location of different kind of hand-over mechanisms (mobility) and Quality of 

Experience (QoE) concepts in the reference strata model of IPsphere. This reference model goes along with the current overlay 

architectures in standardisation (NGN, NGMN, IMS) as well as in the research communities (Daidalos). Mobility and QoE are important 

mechanisms to provide satisfying services in a Mobile and Future Internet. Especially mobility has different variations such as inter- and 

intra technology hand-over or inter- and intra-domain hand-over, device and session mobility. Mechanisms such as Mobile IP, which is 

located between the network layer and the transport layer in the Internet Protocol stack, can not satisfy al these variations. On the other 

side, the provisioning of QoE (end-to-end QoS) over a multi-provider environment is still under discussion, e.g. in the IPsphere project. A 

possible solution besides the IPsphere Overlay is presented in this technical report. 

 

Index Terms: Hand-over, mobility, Quality of Service, Quality of Experience, end-to end Quality of Service, inter- and intra technology hand-

over, inter- and intra-domain hand-over, device mobility, session mobility, multi-provider environment, multi-service provider environment. 

Three strata model, IPsphere. 

 

Status Participants  

 

Public Not restricted. 

 

Disclaimer: The technical report is an opinion paper of the authors. The authors want to stimulate a discussion. This report does not claim 

to be exhaustive, e.g. SA4C (Security, authentication, authorisation, accounting, auditing, charging) and its combination are not part of it. 

 

 

 

 

 

 

 

 

 

 

 

 

“Only connect” from E. M. Forster (1879-1970), Howards End, Epigraph 
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1 Introduction 
 

Mobility and Quality of Experience are intensively discussed 

topics in the research world today. They are important basic 

blocks for the future telecommunication environment and very 

important for future business, costomer relationships, and 

competition. 

This document analysis those challenges in a scenario driven 

approach and will highlight the difficulties, components, and 

technologies. The document will also provide some proposals to 

solve the listed challenges. Heterogeneous technologies, mobility 

in inter/intra domain scenarios or Quality of Experience across 

different operators are some of the scenarios. 

 

Basis of the scenarios are the strata model [1] of the IPsphere 

Forum [2], which became a project in the Telemanagement 

Forum [3] framework.  

The IPsphere reference architecture is related with the OSI layer 

model concepts but its origin is really a reflection of operational 

realities. In each stratum some of the OSI layers might be 

present. Depending on the functionality of the stratum, the strata 

have a certain strength or weight. There is no requirement for the 

three strata on two different operators to be similar – as long as 

the relevant inter-operator interfaces are respected.  

 
 

Figure 1: IPsphere Forum reference strata model in comparison to other reference architectures 
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The Packet Handling Stratum (PHS) is the responsible for 

handling incoming and outgoing packets (routing, switching, 

forwarding queuing, etc.), in fact reflecting the reality that a given 

overlay will have some physical infrastructure support. The Policy 

and Control Stratum (PCS) is in charge of aspects related to 

resource allocation and tracking ensuring the reliability, security, 

and availability in the network. The specific control environment 

between operators is performed in the Service Structuring 

Stratum (SSS – originally called Service Signalling Stratum [1]). 

Current specification work of IPsphere is centred on this stratum, 

where the service abstraction and composition take place [4] in 

the logical overlay established across operators. 

Overlays seem to operate along these lines – at least most of 

them act without detailed knowledge of the lower or upper layers. 

The IPsphere Forum reference model explored this by 

introducing a “Policy Element Interface” and a “Signalling 

Network Interface”. 

The strata model can be used to identify the location of other 

layered overlay architectures such as the NGN [6], IMS [5], Next 

Generation Mobile Network (NGMN, most probably a sub-set of 

IMS) [7], Daidalos [8], and of course the IPsphere Forum overlay 

architecture. 

We will continue in the Section with some basic definition and 

requirements. Section 3 will focus on mobility, where Section 4 

will cover Quality of Experience. Finally, the document will close 

with a Conclusion part. 
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Figure 2: IPsphere Forum reference strata model and architecture 
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2 Definition of actions and terms 

2.1 Basic definitions 

Service definition: Set of functional capabilities negotiated 

between two or more entities/parties
1
.  E.g. IPTV, VoIP, VoD. 

Session definition: Single instantiation of a service in which a 

subscriber uses those functional capabilities.  E.g. someone is 

watching IPTV, someone is talking with a friend using VoIP, and 

someone is watching a movie on demand. 

 

2.2 Hand-Over Triggers 

There are different reasons to perform a hand-over, such as:  

� The terminal moves out of coverage. 

� A new Point of Attachment (PoA) is found. 

� A terminal is moved out of a cell because other terminals 

with higher priority get in the cell (Network Initiated Hand-

Over). 

 

2.3 Mobility Management 

In this part, several ways to manage the mobility of the terminal 

among different operators will be defined. Firstly, in Figure 3 the 

first option is shown. In this case, as the device moves from one 

operator network to another, but the device communicating with 

it directs the data to its Home Domain (HD). The user data is 

forwarded from the previous operator to the one the user moves. 

This procedure will be repeated each time it changes the 

operator through which it is accessing the network, so at the end 

the operators will form a forwarding chain. 

HD

 
Figure 3: Mobility management type 1, forward chaining 

subtype. 

A special case of the previous type can be considered when there 

is no chaining at all as depicted on Figure 4. The traffic in the 

reverse direction will still traverse the same path than the forward 

traffic. However, there will be no path reserved between the HD 

and another operator if the moving user is not at its network. Each 

time the device changes the HD will tear down the path 

reservation done with the previous operator and establish 

another one with the new domain of the moving terminal. 

 
Figure 4: Mobility management type 1, not chaining subtype. 

Another type comes up when considering a direct backwards 

communication. It will be possible as the moving terminal knows 

exactly where the other is, as that device was the one contacting 

it. In the first subtype, Figure 5, a forward path chaining will be 

established. 

 
Figure 5: Mobility management type 2, forward chaining 

subtype. 

A subtype of the previous one comes up when the path chaining 

is not established, but the direct backwards communication is 

still used as it is shown in Figure 6. 

 
Figure 6: Mobility management type 2, not chaining subtype. 
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Another type of mobility can be identified when there is a direct 

communication between the current domains of both terminals 

using the “Route optimization” to remove the triangle loop, Figure 

7. One of the previous types will be established initially (typically 

the type 2 not chaining subtype). But then, after both domains 

know which the other is, the direct communication can be 

established. 

 
Figure 7: Mobility management type 2, not chaining subtype. 

A particularly procedure should be taking into account when 

having a forward chaining type to avoid useless loops. When the 

moving terminal comes back to a previously visited domain, this 

domain must detect it and, to avoid those loops, it should free the 

previous forwarding path and deliver the data directly to the user. 

The operators involved in the previous chaining should be 

notified about this situation and must free the path as well. 
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3 Mobility Study 

3.1 Intra-domain Scenarios 

3.1.1 Scenario 1 

A user terminal (device) performs a hand-over between two PoA 

belonging to the same technology (e.g. from a Wi-Fi PoA to 

another Wi-Fi PoA, from an UMTS Node-B to another UMTS Node-

B). 

 

Figure 8: Intra-technology hand-over. 

This will be a Layer 2 (Link-Layer) hand-over. The terminal will 

perform an authentication process towards the new access point 

because the terminal moves out of the coverage of the associated 

access point. In the same time the terminal enters the coverage of 

a new access point. After a successful authentication in the new 

PoA, the device will disassociate from the old one and associate 

to the new. The session will be moved from one PoA to the other. 

Then, it will de-authenticate himself from the previous PoA, and 

the hand-over is performed successfully.  

SUMMARY: 

� Authentication of the device towards this new PoA. 

� Session transfer from the old PoA to the new one. 

� De-authentication from the first PoA. 

� Disassociation of the terminal from the previous PoA. 

� Association to the new PoA is finished. 

 

3.1.2 Scenario 2 

A device performs a hand-over between two PoA belonging to 

different technologies (e.g. from a Wi-Fi PoA to an UMTS Node-B). 

Strata Model Match 

Mechanism Stratum 

Security 

Authentication 

Managed entirely by the 

PHS 

Registration PCS 

Network address allocation PHS 

Network address management PCS 

Association/Disassociation PHS 

 

Data transport PHS 

Session transfer PHS 

 

 

Figure 9: Inter-technology hand-over. 

In this case, different technologies are involved in the hand-over 

processing. This will be a Layer 3 (Network-Layer) handover, 

because the network address may change or any action to keep 

the same one in a different network may be needed. The example 

where the network address will not change can be when using 

mobile IP, changing the Care-Of-Address and maintaining the 

Home Address. An external operator or service provider will 

reach the user with the same old IP address, the Home Address. 

In this case, the terminal must associate firstly with the new PoA 

to be used. Then, it will de-authenticate from the first access 

network and perform an authentication in the new one. After this 

authentication is done, the communication will continue maybe 

with an interrupt or seamlessly. At this moment the network 

address may be changed or maintained. Finally the terminal will 

disassociate from the first PoA. 

SUMMARY: 

� Authentication of the terminal towards the new PoA. 

� Resource reservation and user profile storage at the new 

access network. 

� The network address management mechanisms are 

performed. 

� Session transfer from the old PoA to the new one. 

� De-authentication from the first PoA. 

� Free resources and user profile deletion in the previous 

access network. 

� Disassociation of the terminal from the first PoA. 

� Association to the new PoA is finished. 
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Strata Model Match 

Mechanism Stratum 

Security 

Registration 

Authentication 

PCS 

Network address allocation PHS 

Network address management PCS 

Association/Disassociation PHS 

Data transport PHS 

Session transfer PCS 

 

3.1.3 Scenario 3 

A user moves the session from one device to another (e.g. a user 

transfers a movie from the TV to the PDA). 

 
Figure 10: Service moves between devices 

In this case the action of the user cannot be predicted as in the 

previous scenarios where the device loses signal from one PoA 

and gains on another, or the user is moved to another PoA due to 

network requirements.  

Therefore, the user changes from a device to another one. 

Depending on whether the service parameters are affected by the 

change of terminal or not, the hand-over management 

mechanisms will reach up to the SSS level. The PHS and PCS 

cannot handle this type of mobility by its own, even if the access 

technology being used is the same, because the link layer 

address of the device will change, and the network address may 

change as well.  

The user is authenticated at its first device. Any time afterwards 

the user will authenticate itself at another device. The user will be 

de-authenticated automatically at the first one. After this, the PCS 

will free the resources the user had until that moment at the first 

access network and reserve the new ones the user needs from 

now on in the new access network. 

The PCS, through PHS, will also unbind the user from the 

previous link layer address and bind him to the link layer address 

of the new device. It will delete the user profile and information at 

the first Access Network (AN) and it will store it at the new AN. 

After this, a network address management mechanism would be 

triggered to allow the final mobility enforcement avoiding other 

relevant entities in the process to notice about the change. Now 

the user will continue receiving the service. 

There will be only one difference with respect to the previous 

example if any service parameter changes: the mobility 

management will reach the SSS level as the service needs to be 

modified. In this case the SSS will modify the service properly 

and inform the PCS about its new characteristics in order to 

configure the network allowing service provision continuity. The 

overall management is done in the SSS because service 

parameters may change or the new access network is under 

control of another network provider. 

SUMMARY 

� The user authenticates in a new device. 

� If any service parameter needs to be modified, it will be 

modified and then enforced. 

� Resource reservation and user profile storage at the new 

access network being used. 

� Network address management mechanisms will perform 

the needed tasks to allow the mobility be enforced at the 

PHS level. 

� Free resources and user profile deletion from the access 

network he was connected 

� The user is automatically de-authenticated in the first 

device. 

 

Strata Model Match 

Mechanism Stratum 

Security 

Registration 

Authentication 

PCS 

Network address allocation PHS 

Network address management PCS 

Association/Disassociation PHS 

Data transport PHS 

Session transfer PCS 

Service modification and negotiation SSS 

 

3.2 Classification criteria 

In order to figure out what kind of mobility we have in each 

scenario, the following logic is used. We take into account two 

cases: sessionsessionsessionsession and ddddeeeevicevicevicevice. In each scenario, we want to answer 

the following questions: 

� What is moving? 

� What is changing? 
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Those will be done from the user perspectiveuser perspectiveuser perspectiveuser perspective and from the 

nenenenettttwork perspework perspework perspework perspecccctivetivetivetive....  

 

3.2.1 Scenario 1 

From the user perspectiveuser perspectiveuser perspectiveuser perspective: 

� The session is notis notis notis not moving.  

� The device isisisis moving from one PoA to another. 

From the network perspectivenetwork perspectivenetwork perspectivenetwork perspective: 

� The session is notis notis notis not moving. 

� The device is notis notis notis not moving. 

The hand-over is transparent for the network, since it is handled 

at PHS. 

 

3.2.2 Scenario 2 

From the user perspectiveuser perspectiveuser perspectiveuser perspective: 

� The session is notis notis notis not moving. 

� The device isisisis moving from one PoA to another (different 

access technologies). 

From the user perspective, this scenario is the same as Scenario 

1. 

From the network perspectivenetwork perspectivenetwork perspectivenetwork perspective: 

� The session isisisis moving from one technology to another. In 

this scenario, the network may have to perform some tasks to 

aid the hand-over. 

� The device is notis notis notis not moving. 

 

3.2.3 Scenario 3 

From the user perspectiveuser perspectiveuser perspectiveuser perspective: 

� The session isisisis moving from one device to another, i.e. the 

user is moving its session from a device to another. 

� The device is notis notis notis not moving, but changing. 

From the network perspective: 

� The session is moving from one device to another.  Even if 

both devices are using the same access technology, the 

network will realize that the session is moving since some 

parameters such as the network addresses or resource 

requests may change. 

� The device is not moving, but changing. 

 

3.3 Types of mobility 

Taking into account the reasons described in 3, we can 

distinguish two different types of mobility based on what is 

moving. 

� Device mobilityDevice mobilityDevice mobilityDevice mobility: the device moves from one PoA to another. 

� Session mobilitySession mobilitySession mobilitySession mobility: a session moves from one device to 

another or from one access technology to another.  Since by 

definition a session is linked to a subscriber, this kind of 

mobility may be also named as User mobility (i.e. the user 

moves its session from one device to another). 

From the user perspectiveuser perspectiveuser perspectiveuser perspective, scenarios 1 and 2 are examples of 

device mobility and scenario 3 is an example of session mobility. 

From the network perspectivenetwork perspectivenetwork perspectivenetwork perspective, scenarios 2 and 3 are examples of 

session mobility and there is not mobility at all in scenario 1. 

 

3.4 Inter-domain Scenarios 

3.4.1 Scenario 4.  Inter-domain Device Mobility. 

In this scenario, a user keeps on consuming a given service using 

a given device across two different telecom operators. 

Figure 11: Inter-domain Device Mobility. 

From the user perspective: 

� The session is notis notis notis not moving. 

� The device isisisis moving from one PoA to another. 

Therefore, this is an example of Device Mobility. 

Let us have a look from the network perspectivenetwork perspectivenetwork perspectivenetwork perspective.  In order to do 

so, some key mechanisms involved in this use-case are going to 

be identified and explained. 

1. The device has to authenticateauthenticateauthenticateauthenticate itself in the new PoA 

belonging to SP2.  The Home Domain is SP1. First the user 

has to registerregisterregisterregister in SP2, which in turn involves a user’s user’s user’s user’s 

authenticationauthenticationauthenticationauthentication procedure (securitysecuritysecuritysecurity).  Therefore, SP2 has to 

ask SP1 for the user’s credentials2  This inter-domain 

communication will be enabled by the SSS. 

2. Since the device is moving across network operators, its 

network address will change. However, the terminal will be 

able to keep both nenenenettttwork addresseswork addresseswork addresseswork addresses associated to the same 

interface until the stream can be delivered through the new 

path.  There are different solutions to manage this issue that 

will impact in different ways the operators’ perspective 

(section 2.3). 

2.1. The terminal has to signal its new network address to 

its Home Domain. The Home Domain will redirect the 
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stream to the new location of the user. As it is shown in 

Figure 12, data traffic will traverse SP3 through two 

different paths. The one that connects SP4 and SP1 

was already allocated.  However, the path that 

connects SP1 and SP2 has to be established. This 

requirement will be signalled using the SSS.  SP2 will 

be informed about the new session through SSS as 

well. Within this approach, both SP1 and SP3 realize 

that the session is moving, for SP2 a new session is 

starting and for SP4 and SP5, nothing changes. 

 

Figure 12: Communication done through Home Domain. 

2.2. The device sends its new network address to the CP 

(end-to-end signalling).  As a result, the CP (SP5) has to 

change the destination network address. As it is shown 

inFigure 13, SP3 has to set up a new path between SP4 

and SP2 and tear down the one that connects SP4 and 

SP1. Again, this process will be enabled by the SSS. 

Within this approach, for SP1 the session finishes, for 

SP2 a new session starts, for SP3 the session moves 

and for SP4 and SP5, nothing changes since this 

movement is hidden to them by SP3. 

Figure 13: End-to-end signalling. 

3. In all the situations explained above, resources must be 

allocated for the new path (resource allocationresource allocationresource allocationresource allocation). These 

requests will be exchanged using the SSS, as it has been 

already mentioned. 

4. Once the new path is established, the terminal has to 

disadisadisadisasssssociatesociatesociatesociate from the SP1 PoA and associate to the SP2 PoA. 

5. Then, it can start receiving datadatadatadata through the new connection. 

6. Finally, it has to release the resources allocated for the 

session through the previous path (resource deallocresource deallocresource deallocresource deallocaaaattttionionionion). 

SUMMARY: 

� Registration in the new domain (SP2).  User’s 

Authentication and Security. 

� Network address management 

� Resource allocation for the new path. 

� Disassociation from SP1 PoA. 

� Association to SP2 PoA. 

� Communication through the new path. 

� Release resources associated to the previous path. 

 

Strata Model Match 

Mechanism Stratum 

Security 

Registration 

Authentication 

Enabled by SSS 

Performed at PCS 

Network address management Enabled by SSS 

Performed at PCS 

Resource allocation/Deallocation Enabled by SSS 

Performed at PCS 

Enforced at PHS 

Association/Disassociation PHS 

Data transport PHS 

Accounting PCS 

Billing/Charging SSS 

 

3.4.2 Scenario 5. Inter-domain Session Mobility. 

In this use case a user watches a movie on a smart cell phone 

while coming back home.  At home, the user decides to keep on 

watching the movie on the TV. 

 

Figure 14: Inter-domain Session Mobility. 

From the user perspective: 

� The session isisisis moving from one device to another 

� The device is notis notis notis not moving, but changing. 

As a result, this situation is an example of Session Mobility. 
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From the network perspectivenetwork perspectivenetwork perspectivenetwork perspective, the analysis is the same as in 

section 3.4.1. However, since the device is changing, some 

presentpresentpresentpresentaaaation parameterstion parameterstion parameterstion parameters such as codecs may also change.  

Regarding this issue we can distinguish two different situations: 

1. The required changes are included in the service definition.  

In this case, if the service is delivered by a SP on its own, the 

required operations are performed at PCS.  However, in pan-

provider services, these new parameters may need to be 

negotiated at SSS. 

2. The required changes are not supported by the service.  As a 

result, since the functional capabilities change, a new 

service is needed. 

SUMMARY: 

� Registration in the new domain (SP2).  User’s 

Authentication and Security. 

� Network address management 

� Presentation parameters negotiation. 

� Resource allocation for the new path. 

� Video streaming through the new path. 

� Disassociation from SP1 PoA. 

� Release resources associated to the previous path. 

Strata Model Match 

Mechanism Stratum 

Security 

Registration 

Authentication 

Enabled by SSS 

Performed at PCS 

Network address management Enabled by SSS 

Performed at PCS 

Presentation parameters (e.g. 

codec) 

Enabled and performed by 

SSS 

Resource allocation/de-allocation Enabled by SSS 

Performed at PCS 

Enforced at PHS 

Association/Disassociation PHS 

Data transport PHS 

Accounting PCS 

Billing/Charging SSS 

Note that if the functional capabilities change the service change. 

For instance, if the user watches the movie on its PDA that does 

not support High Definition TV and when the user arrives at home 

the user wants to keep on watching the movie on her High 

Definition TV, the service will not be the same. In this case, a new 

service has to be established. 

 

3.5 Daidalos types of mobility in our model 

Interface mobilityInterface mobilityInterface mobilityInterface mobility is actually device mobility. 

User mobilityUser mobilityUser mobilityUser mobility is actually session mobility. 

Scenarios 5 and 6 are examples of Daidalos service mobility.  As 

a result, from the user perspective, seseseserrrrvice mobilityvice mobilityvice mobilityvice mobility could be 

mapped to device mobility or to session mobility in our model.  

On the other hand, from the network perspective, the analysis 

depends on the SP. 
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4 Quality of Experience Study 

Quality of Experience study pretends to identify the main 

processes and mechanisms to perform QoS session across 

heterogeneous domains based on scenarios and use cases.  

The study is divided in two parts: 

1. Intra-domain study 

2. Inter-domain study 

At the end of the chapter we pretend to identify the main 

procedures to enable true end to end QoS across different 

domains and point out the main challenges. 

 

4.1 Next Steps and Other Vision 

In [1] and in [11] the current QoS challenges are well described. 

QoS Premium services which represent the latest years attempts 

to define a solution for QoS over the Internet, is now losing power 

and influence. The Internet2 QoS Group 

(http://qos.internet2.edu), which objective is to support the 

development and deployment of advanced network applications 

through the use of IP traffic differentiation, dedicated several 

years of research on Premium Service. In May 3, 2008, the group 

release an officially announcement with the results of 3 years 

research: 

“The costs of Premium (Service) are too high relative to the 

perceived benefits. Moreover, even if successfully deployed, 

Premium (Service) fundamentally changes the Internet 

architecture, running contrary to the end-to-end design principle, 

and threatening the future scalability and flexibility of the Internet. 

The conclusions reached herein apply not just to Premium, but to 

any IP quality if service (QoS) architecture offering a service 

guarantee.” 

In today’s times, a new approach is been taking in account in 

parallel with Premium Services solutions. The Less than Best 

Effort (LBE) vision pretends for users voluntarily accept QoS with 

no guarantees. Both perspectives are compatible with our study 

and impact greatly with the architecture of NGN networks. 

 

4.2 Intra Domain Study  

4.2.1 Video on Demand with QoS 

In Figure 15, a simple video download with QoS enable where 

both end points of a session share the same domain in an inter-

technology scenario. 

 

 

Figure 15: QoE basic intra domain scenario 

In this scenario, network addresses are maintained and assigned 

by the network domain to both devices. The same applies in 

terms of QoS Classes, meaning that QoS parameters are 

managed by the network domain as well. 

The main challenge on this scenario is to provide QoS across 

different Access networks. Different technologies implements 

different QoS mechanisms. Therefore, mapping procedures 

between QoS signalling and QoS enforcement differs from 

technology to technology as, for instance, from 802.11e (QoS on 

WiFi) to WiMAX. Emerging standard 802.21 enables QoS 

translations through heterogeneous technologies providing a 

suitable solution for this scenario. 

When a QoS session is activated, the following occurs: 

1. Application requests for specific QoS parameters 

2. QoS Client at the terminal receives application QoS 

parameters and translates it to a QoS request 

accordingly to access technology 

3. QoS Server at the AN translates the client QoS request 

to network QoS request 

4. QoS negotiation for the Core Network 

5. QoS enforcement at both AN and Core Network 

6. Monitoring and accounting 

7. Billing and charging 

NSIS [13] or RSVP [14] or even SIP [15] protocols and DSCP 

marker field, for instance, provides QoS templates for QoS 

signalling and classification. 

The network architecture management and control overlay 

provides the necessary mechanism to perform the accounting. 

Billing and charging are under the control of the service overlay. 

 

4.2.2 Voice over IP Call 

Figure 16 shows a VoIP call between two terminals with QoS 

enable. 

In this intra-technology scenario, the same mechanisms are 

applied as the previous scenario. However, two new points must 

be discussed: 

� Intra-technology 

� Bidirectional QoS session 
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Figure 16: Both directions QoS session 

Fine-grained flow specs must be translated to DSCP classes for 

QoS aggregation proposes. QoS parameters such as, packet loss, 

jitter, latency and bandwidth will be translated to corresponding 

class. Each session on the AN will have a specific QoS 

requirements (fine grained QoS) while at the CN sessions will be 

aggregated. The major challenge resides at the AN since they are 

the bottlenecks of the system. Monitoring millions of reservations 

at the AN is, currently, one of the key challenges to provide QoS 

to the size of Internet. 

On the matter of the bidirectional QoS session, for instance a 

VoIP call, typically two reservations are established and 

associated. In practical terms, the network reserves two sessions 

while the management overlay keeps tracks of the association 

(two unidirectional QoS setup). This is another key challenge to 

provide QoS: Two unidirectional QoS under different conditions 

and possible different domains. 

SUMMARY: 

� QoS translation 

� QoS negotiation at AN and CN 

� Management overlay for billing and charging 

� Inter/intra technology is not relevant 

Strata Model Match 

Mechanism Stratum 

AN QoS link parameters 

negotiation 

Performed at PHS 

CN QoS link parameters 

negotiation 

Performed at PCS  

Terminal QoS Translation Performed at PHS 

AN QoS Translation Performed at PHS 

CN QoS Translation Performed at PCS 

QoS Enforcement Enforced at PHS 

Accounting Performed at PCS 

Monitoring Performed at PCS 

Billing/Charging Performed at SSS 
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4.3 Inter Domain Study 

 

Figure 17: QoE inter domain scenario 

In Figure 17it is shown a simple video download across different 

domains with QoS.  

The scenario is similar to Figure 15 in terms of Access Networks 

QoS provision. However QoS translation between different 

domains (i.e. across different Core Networks) introduces a new 

challenge. 

Following this description, we will now study the scenario. It is 

similar to the intra-domain case, however, in bold the major 

differences are identified. 

When a QoS session is activated, the following occurs: 

1. Application requests for specific QoS parameters 

2. QoS Client at the terminal receives application QoS 

parameters and translates it to a QoS request accordingly to 

the access technology 

3. QoS Server at the AN translates the client QoS request to 

network QoS request (IntServ) 

4. QoS negotiation for the Core Network 

5. QoS translation between different domains including server 

side (Access Network 2) 

6. QoS negotiation between different domains including server 

side (Access Network 2) 

7. QoS Enforcement 

8. Monitoring and accounting 

9. Billing and charging 

Point 4 will detect an inter-domain QoS Session, triggering an 

inter-domain negotiation process. 

Points 5 and 6 will translate and negotiate QoS parameters 

across different domains. Each domain is responsible for QoS 

provision at its own Core Network including the Access Network 

2.  

Point 7 installs the translated QoS at the different domains and 

Access Networks. 

Point 8 adds validation, monitoring and accounting of the QoS 

installation across the different domains. 

 

 

 

Point 9 adds billing and respective revenues for the transit 

domains when charging the QoS session. 

4.3.1 Inter-domain challenges 

The major challenges of the scenario are: 

1. QoS translation between different domains 

2. Provide QoS validation, monitoring, accounting and 

charging across different domains without relying on global 

trust system (domains cooperation) 

3. A common QoS protocol would have to be widely 

implemented across all domains to enable true end2end 

QoS without a global negotiation framework 

4. Provide QoS in a routing proof manner, which means to 

provide QoS able to sustain route change (and this way, not 

compromising the Internet routing based on destination 

against routing based on the source) 

IPsphere Framework is working on a solution for points b) and c) 

and even point a), by defining a service management plane to 

enable service negotiation, validation, monitoring, billing and 

charging across different heterogeneous domains, based on 

simple templates. In this model, most elements of the network 

can be viewed as services, and QoS is a suitable example. IPSF 

separates network plane from service plane, by abstracting the 

QoS network parameters. The parameters are related to a QoS 

requirement template shared between different domains. 

The IMS and Daidalos Frameworks addressed these issues by 

defining standardized templates and communications 

procedures to transmit QoS parameters across different domains 

with the same architecture, with accounting, billing and charging. 

IPsphere Framework enables the possibility to implement similar 

solutions across different heterogeneous domains. 

Point d) is still a major challenge with no consensual solutions. 

Routing engineering offers the possibility the manipulated traffic 

in function of latency, link load, jitter and any other parameter. 

However such technology introduces a relative amount of 

complexity to the network. While inter-domain path optimization 
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is relative well research, still today it is not deploy. Its relative 

simpler to adjust the path costs and even if routing engineering 

was efficient enough to justify the investments, it would be 

required a global effort by the operators for the inter-domain 

scenarios. 

SUMMARY: 

� QoS translation and negotiation between different Access 

Networks 

� QoS translation and negotiation between heterogeneous 

domains including the Core Networks 

� SLAs validation and activation 

� Distributed charging (and billing) 

Strata Model Match 

Mechanism Stratum 

AN QoS link parameters 

negotiation 

Performed at PHS 

CN QoS link parameters 

negotiation  

(SLA negotiation)  

Enabled and Performed at 

SSS 

Terminal QoS Translation Performed at PHS 

AN QoS Translation Enabled at PCS 

Performed at PHS  

(e.g. IEEE 802.21) 

CN QoS Translation Enabled at SSS 

QoS Enforcement Enforced at PHS 

Accounting Performed at PCS 

Core Network Monitoring Performed at PCS 

Enabled at SSS 

Billing/Charging Performed at SSS 

 

4.4 The Turbo Button scenario  

4.4.1 Intra Domain 

In the intra-domain scenario, the QoS established between the 

terminal and the content provider is unsatisfactory for the user. 

The user presses the Turbo button to improve the QoS session. 

 
Figure 18: Turbo button in a intra domain scenario 

 

At this point, the network must verify the conditions of the 

network and alter policies: 

� bandwidth at the AN for the re-allocation QoS request 

� bandwidth at the CN for the re-allocation QoS request 

� marks packets for higher priority  

(1) terminal/AN marks packets 

(2) network marks packets (see 4.1) 

� QoS Routing 

(3) using the same link, but with priority queues 

(4) different routes for different QoS (traffic engineering) 

Accounting, billing and charging follow the same principles of 

the previous scenarios. 

SUMMARY: 

� Traffic engineering and/or QoS queues change 

Strata Model Match 

Mechanism Stratum 

Queues Change Performed at PHS 

Controlled by PCS 

Traffic engineering Performed at PHS 

Controlled by PCS 
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4.4.2 Inter Domain 

For the inter-domain scenario, the challenge complexity 

increases. The re-allocation request will trigger basically the 

same mechanisms as the allocation request (QoS negotiation for 

the Access Network, Core Network, and Inter Domain operators). 

However, the session must not be interrupted.  

 

Figure 19: Turbo button in a inter-domain scenario 

Two possibilities to deal with the session modification are 

enlisted:  

1. The current session is terminated and a new session is 

initiated. 

2. The current session is ‘upgraded’.  

Point 1Point 1Point 1Point 1 implies that a current session and the new session do not 

necessary represent the same session. A make-before-break 

similar to mobility events could enable this type of QoS enhance. 

A management overlay (as IPSF) would prepare the trunk through 

the different operators and at the end of the process the ‘new’ 

session would be installed. Traffic/routing engineering can and 

should be avoided by defining different QoS queues. For the 

content provider application this process would not be 

transparent, since signalling for tear down session and new 

session would have to be taken into account. 

In Figure 19, pink tube and orange tube represent different 

queues with different parameters. 

Point 2 Point 2 Point 2 Point 2 leads to a change of the queuing parameters on the fly. 

Similar to Point 1, traffic/routing engineering should not take 

place. The session would remain the same. A management 

overlay would still be necessary to propagate and monitor the 

QoS modification throughout the different domains. Since the 

content provider QoS application controls the QoS, it would still 

be aware of the change. 

Other relevant issue is the QoS path resulted from the change. A 

QoS session can be upgraded to a better QoS class maintaining 

the same path, or changed to different and more appropriated 

path. The latter option requires routing engineering which is still a 

hot topic as explained on section 4.3, point 4.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

SUMMARY: 

� QoS inter-domain negation 

� Traffic engineering and/or QoS queues change 

Strata Model Match 

Mechanism Stratum 

Queues Change Performed at PHS 

Controlled by PCS 

Enable by SSS (in an 

abstract way) 

Traffic engineering Performed at PHS 

Controlled by PCS 

Enable by SSS 
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4.5 Overload Scenario 

In this scenario, terminal A arrives at a saturated access network 

(in red) and tries to initiated a new VoIP call to terminal D. 

Terminal B is connect to the saturated network but is also 

covered by another AN (in green) while terminal C is only covered 

by AN in green. 

Figure 20: Overload scenario 

In order for the terminal A be able to initiate a QoS session, the 

following actions are possible:  

� A Network Initiated Handover (NIHO) would be trigger and 

move terminal B the other AN (terminal mobility with session 

refresh). Terminal B can represent best effort users or other 

QoS Session (as long as the new AN can also provide QoS) 

� Best effort users would be dropped (possibly terminal B) 

The NIHO for terminal B would be transparent for the inter-

operators if an inter-domain session was ongoing. 

Accounting, Billing and Charging follows the same principles of 

the previous scenarios. 

SUMMARY: 

� Bandwidth monitoring 

� Costomers QoS plan and QoS triggers  

� Network Initiated Handover 

Strata Model Match 

Mechanism Stratum 

Access Network monitor Performed at PHS 

Network Initiated Handover Performed by PHS 

Session termination Performed by PHS 

Enabled by PCS 

(notification) 
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5 Conclusions 

In this technical report we defined a structured way to discuss the 

issues related to the location of mobility and Quality of 

Experience (QoE) mechanisms and protocols in the three strata 

model of IPsphere. This strata model can be seen as a reference 

model for mapping different architectures, which currently are 

discussed in standardisation and research towards a Mobile 

Internet and Future Internet.  

The discussion is needed since mobility and QoE have different 

flavours, e.g. mobility in a single operator environment or single 

technology infrastructure or in a multi-operator/service provider 

environment. It is not possible to define one unique mechanism 

or protocol, which satisfy neither mobility nor QoE. Based on the 

reference model of the IPsphere project – the three strata model 

– and scenarios, we have defined different location for the 

different mechanisms and protocol and sub-sets of protocols. 

The scenarios covered intra- and inter-technology issues, intra- 

and inter-domain cases, session and device mobility, as well as 

typical scenarios such as Video on Demand, Voice over IP, and 

overload situations.  

For each scenario the mechanism and the location in the three 

strata model was defined and discussed. This report does not 

claim to be exhaustive since SA4C (Security, authentication, 

authorisation, accounting, auditing, charging) and its 

combination are not part of it. This is work and material for 

further interesting discussions.  
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7 Annex: Service Mobility 

In this situation, let imagine that a given user talks with a friend using VoIP at work. During the conversation, the user leaves work, so it has 

to change its profile, what means a different user from the network point of view. 

 

Figure 21: Service mobility scenario  

� The service is moving from one user to another - Service mobility 

� The session is not moving, but changing, since the user is not the same. 

� The device is not moving.  Eventually, it might change. 
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